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# I. Overview

Maintenance of Information Resources hardware and software is part of ABC Company’s risk management process to mitigate, eliminate, and transfer risks that can impact business operations. This procedure specifies the steps and actions performed to meet the requirements of ABC Company’s Hardware and Software Maintenance Policy.

# II. Purpose

The purpose of this procedure is to formally document the series of steps taken to meet the requirements specified in of ABC Company’s Hardware and Software Maintenance Policy.

# III. Scope

This procedure applies to all ABC Company Staff responsible for maintaining Information Systems hardware and software.

# IV. Procedure

A. Hardware

The IT Department:

* Ensures that important servers and network infrastructure are covered by on-site warranty agreements from the appropriate vendors with a response time sufficient to meet business needs.
* Arranges for faulty items that are under warranty to be repaired.
* Arranges for repairs or replacement of equipment that is not covered by warranty.

The IT Department procures and installs other types of network and computer hardware including printers, scanners, monitors, keyboards, mice, etc.

B. Software

The IT Department is responsible for the installation and maintenance of software. The IT Department:

* Develops configuration standards for all system components that address all known security vulnerabilities and are consistent with industry accepted definitions.
* Updates system configuration standards as new vulnerabilities are identified.
* Installs and maintains software.
* Maintains software license records.
* Fully tests the application and ensure it is compatible with and runs on IT Department standard hardware.
* Where appropriate, subscribes to vendor software maintenance.
* Configures the software to run at optimum levels.
* Backups up software and data to ensure systems can be recovered in the event of a failure.
* Applies and tests system updates and patches per the Patch Management Policy.
* Ensures third party vendors work in conjunction with the IT Department.

C. Approval

All departments seek approval from the IT Department prior to purchasing any special or non-standard hardware, software, or other equipment. IT Department support for non-standard hardware, software, or other equipment is assessed and agreed on a department-by-department basis.

# V. Enforcement

Any Staff member found to have violated this procedure may be subject to disciplinary action, up to and including termination.

# VI. Distribution

This procedure is to be distributed to all ABC Company Staff who manage and maintain Information System hardware and software.
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